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ELECTRONIC COMMERCE SERVICE AGREEMENT

This Schedule is in addition to the Services Agreement and is subject to the trade secret and confidentiality, warranty and limitation of liability and other terms contained in the Services Agreement.  All terms and conditions in the Service Exhibit apply to this Schedule.

1.	Services Provided

CU*Answers, Inc. agrees to make available an electronic commerce system for Client and to provide Client with the electronic commerce services (“Services”) for elective use by Client’s depositors and account holders (“Users”) pursuant to the terms of this Schedule, its Exhibits and the Procedures and Customer Services appendices. 

CU*Answers, Inc. has entered into an Agreement with Fiserv Solutions, Inc. (together with its affiliates "Fiserv") which authorizes CU*Answers, Inc. to market and deliver certain Fiserv products and services.

2.	Term of Schedule 

This Schedule shall be effective as of _________________ (“Effective Date”) and shall remain in force for a period of three (3) years (“Initial Term”); and shall automatically renew and extend for successive one (1) year terms, commencing at the conclusion of the Initial Term or any renewal term, unless contrary notice in writing is given by Client or CU*Answers, Inc. at least ninety (90)  days prior to termination of the then current term.  Upon termination, the obligations of a continuing nature shall continue to be binding and in full force and effect.  If, upon termination under this paragraph or under paragraph 4.5 Client has chosen to continue to offer a like service without CU*Answers, Inc. as the provider, Client will pay all mutually agreed upon expenses incurred by CU*Answers, Inc. to make the conversion.  Notwithstanding anything to the contrary contained in this Schedule, if the Agreement between CU*Answers, Inc. and Fiserv Solutions, Inc. pursuant to which CU*Answers, Inc. is able to provide the Services as provided for by this Schedule shall expire or terminate for any reason whatsoever, this Schedule shall terminate and shall be deemed to have mutually terminated one (1) day prior to the expiration or termination of CU*Answers, Inc’s Agreement with Fiserv Solutions, Inc. 

3.	Forms 

All forms and other documents required for the proper utilization of the Services shall be provided by Client at its expense.  All such forms and documents shall be consistent with those that CU*Answers, Inc. uses in providing such Services to its other clients.  CU*Answers, Inc. shall have the right to review and approve for technical accuracy all such forms and documents prior to their use and at its request shall assist Client in the preparation thereof.  CU*Answers, Inc. shall be reimbursed by Client for the reasonable cost of time and materials for any such assistance that shall be calculated in accordance with the System Support Charges specified in Exhibit A attached hereto, payable thirty (30) days after receipt of the invoice therefor. 


4.	Charges 

4.1	For the Services utilized, Client shall pay to CU*Answers, Inc. monthly the total of the applicable charges incurred during the preceding month in accordance with Exhibit A. 

4.2       CU*Answers, Inc. may adjust the fees referenced in Exhibit A at any time upon 60 day written notice to the Client in an amount equal to or less than five percent (5%) of the scheduled fees.  

4.3	There shall be added to all invoices for the Services amounts equal to any applicable sales or other taxes levied, based on, arising from or in any way connected with the furnishing of the Services to Client or Users hereunder, exclusive of taxes based on CU*Answers, Inc. net income. 

4.4	All invoices for the Services rendered hereunder shall be due and payable consistent with CU*Answers, Inc. normal billing cycle.  If Client fails to pay any such amounts when due, CU*Answers, Inc. may, at its option, and after giving at least ten (10) days prior written notice, discontinue furnishing the Services unless and until all such arrearages are paid in full, all without impairment of any other remedy that may be available to CU*Answers, Inc.  Client shall furnish to Users at its expense all notices of such termination that may be required by law or by CU*Answers, Inc. 

4.5	Client recognizes that CU*Answers, Inc. level of personnel staffing, computer equipment selections, hardware resource allocations, hardware and software lease term selections, equipment and software purchases, and general resource planning so as to fulfill its contractual obligations are based upon the assumption that this Schedule will remain in effect for its full Initial Term and any renewal term and that any prior termination hereof will result in substantial damages to CU*Answers, Inc.  At the same time, however, CU*Answers, Inc. recognizes that it is in the substantial interest of Client to have the right to terminate this Schedule, other than as provided in paragraph 2 herein, should it so desire.  Client, therefore, is hereby granted the right at its option to terminate this Schedule at any time after the first twelve (12) months by giving ninety (90) days prior written notice of termination, and by the payment to CU*Answers, Inc. of an amount in cash that shall be the product resulting from multiplying the number of months remaining in the Schedule’s Initial Term or renewal term on the date of termination by either the average of the fees for the six (6) months with the highest total invoice amounts or the monthly premium, if applicable, whichever is greater, it being agreed that such sum constitutes reasonable liquidated damages to be sustained by CU*Answers, Inc. by reason of such early termination.  If there have not been six (6) months of fees in the current term, the calculation shall be based on the number of months for which fees have been billed in the current term plus the relevant number of months from the previous term which makes the total six (6). 

4.6	Notwithstanding any provisions to the contrary in this Schedule, in the event that the United States Postal Service raises its postage rates, CU*Answers, Inc. may, without prior notice to Client, increase its fees commensurately.  Such increase in postal charges shall become effective coincident with the effective date of the United States Postal Service increase in such charges. 
6.	Reliance on Information Provided 

CU*Answers, Inc. shall rely on the accuracy of all information provided to CU*Answers, Inc. by Client.  Client shall promptly inform CU*Answers, Inc. of any such incorrect data or information, bear the cost of correction and pay any damages arising therefrom. 

7.	Availability of the Services 

CU*Answers, Inc. will make available the Services seven (7) days per week, twenty-four (24) hours per day, except for scheduled or emergency maintenance requirements. 

8.	Use of the Services 

Client and Users shall use the Services in accordance with CU*Answers, Inc. rules as may be established from time to time.  Such rules shall be set forth in documentation materials furnished by CU*Answers, Inc. to Client.  CU*Answers, Inc. agrees to give Client at least thirty (30) days advance written notice of any change in the rules. 

9.	Modifications in the Services 

9.1	If any modification to the Services shall be required by law or by governmental regulation, CU*Answers, Inc. and Client shall use their best efforts to comply.  Client shall pay for any increase in CU*Answers, Inc. costs and charges therefore, but if it affects other clients of CU*Answers, Inc., such costs and charges shall be shared equitably by all affected CU*Answers, Inc. clients. 

9.2	Subject to the provisions of paragraph 9.1 hereinabove, without prior notice to Client, CU*Answers, Inc. at its expense may make any modifications, changes, adjustments or enhancements to the Services that it considers to be suitable. 

10.	Use of Service Marks, Trademarks, Logos, etc. 

10.1	Client shall have no right to any copyrighted material, logos, trade names, trademarks or service marks used by CU*Answers, Inc. or third parties in connection with the Services. 

10.2	Upon request Client shall submit all advertising and promotional materials used in connection with the operation of the Services to CU*Answers, Inc. for technical review and prior approval.  A response shall be given in a timely manner and approval shall not be unreasonably withheld. 

10.3	Client (i) is responsible for registering and maintaining the registration of Client’s Internet address; (ii) will maintain editorial control over and be solely responsible for maintaining Client’s web site and, if applicable, providing access through it to the CheckFree RXP Subsite, and; (iii) is solely responsible for regulatory compliance of its web site and its functionalities with all relevant federal, state and local laws, rules and regulations.

11.	Communications Lines and Equipment 

11.1	CU*Answers, Inc. shall not be responsible for the reliability or continued availability of telephone lines and other communications equipment used by Client or Users in accessing the Services. 

12.	File Security, Retention and Transfer at Time of Termination 

12.1	CU*Answers, Inc. shall provide reasonable security measures to ensure that access to Client’s computerized files and records are available only to CU*Answers, Inc. and CU*Answers, Inc. agents, contractors or affiliates, and to Client and Client’s Users.  CU*Answers, Inc. reserves the right to issue and change procedures from time to time to improve or protect file security. 

12.2	At the time this Schedule is terminated, if Client is not then in default of any provisions herein, Client shall be entitled to receive from CU*Answers, Inc. records or lists equivalent in content to CU*Answers, Inc. standards Authorized Vendor/Payee List for each of Client’s Users on CU*Answers, Inc’s file.  All such records and lists shall be in a form agreeable to both CU*Answers, Inc. and Client.  Client shall bear the cost of all programming and processing that may be necessary to render the information usable to the Client. 

12.3	Client agrees that data gathered from confirmed cases will be utilized within the Fraudnet system to detect fraud for other financial institution clients.  Client grants Fiserv permission to use such data within Fraudnet to further the prevention of fraud; however, no proprietary consumer information is shared or viewable by other Fraudnet clients.

13.	Government Regulation and Compliance with Laws and Regulations

13.1	Each party shall, as the case may be: (i) be responsible for compliance with all applicable laws, rules, and regulations (including, without limitation, Regulation E of the Board of Governors of the Federal Reserve System (“Regulation E”), the Electronic Fund Transfer Act and the rules of any applicable national or regional Automated Clearinghouse Association; (ii) establish, maintain, and be responsible for error resolution procedures required by Regulation E and the Electronic Funds Transfer Act; and (iii) be responsible for delivering to the Users and required disclosures and/or any provisional credits in connection with the error resolution procedure that may be required by Regulation E and the Electronic funds Transfer Act.  The parties will cooperate with one another in the investigation and resolution of any alleged errors. 

13.2	Client shall provide all required notices and disclosures to the appropriate regulatory authorities and to affected Users concerning the initiation or termination of this Schedule or of Services, or of any substantial changes in the Services being provided to Client or Users.  CU*Answers, Inc. agrees that any and all Users’ data maintained by it for Client shall be available for inspection by the appropriate regulatory authorities and Client’s internal auditors and independent public accounts, upon reasonable prior written notice to CU*Answers, Inc. 

13.3	Client agrees to pay CU*Answers, Inc. for all costs incurred in the preparation of data for inspection, examination or audit (pursuant to paragraph 13.2) at CU*Answers, Inc’s standard rates then in effect. 

13.4	Client shall be solely responsible for the preparation and deliver to its Users of the monthly activity statements that will display the Services and the transactions that have been performed for Users. 

13.5	Client agrees to (a) comply with applicable laws, rules, and regulations governing electronic funds transfers, including providing regulatory notices and disclosures to Users and complying with error resolution procedures required by law; (b) require Users to follow Fiserv’s standard operating procedures and terms and conditions with respect to use of the Services as described by Fiserv from time to time; and (c) provide to Fiserv, during the term of this Schedule and at no cost to Fiserv, at least one Client account for use with the Services for testing purposes.

13.6	Client represents and warrants that it has taken and will continue to take whatever action may be necessary to comply with all applicable laws, rules, statutes and regulations, including, but not limited to, the USA Patriot Act, the federal Bank Secrecy Act, federal and state laws and regulations relating to currency reporting and the prevention of money laundering and any rule or regulation issued by a regulatory body, including the U.S. Office of Foreign Assets Control, to enable it to offer and provide Account-to-Account Transfer Service ("A2A") to its Users, and to otherwise allow Users to make use of A2A, including, but not limited to, any necessary consents from and notices to its Users.  Client agrees to prepare and file any necessary compliance forms or reports, including without limitation, suspicious activity reports or currency transaction reports required to be filed in accordance with laws applicable to Client.  Client shall immediately notify Fiserv and CU*Answers, Inc. of instances of suspected fraud, money laundering, terrorist financing, or other illegal activities determined within Client's reasonable discretion and involving A2A.

14.	Client’s Agreement With Users 

14.1	Client shall be solely responsible pursuant to Regulation E for ensuring that Users receive adequate disclosure of the terms and conditions governing their use of the Services and for error resolution procedures. 

14.2	Client shall include the following notice, or its equivalent, in Agreements with Users and in Client’s promotional material for the Services:  “Depositors should allow at least five (5) business days from the date payment is scheduled for such payments to be delivered to payees.”  “Business days” as used in this Agreement shall mean Monday through Friday of each week exclusive of Saturday, Sunday and bank holidays. 

14.3	Client shall be responsible for notifying Users of all applicable rules and procedures (and changes therein) to be observed in connection with the furnishing of the Services by CU*Answers, Inc. 

14.4	Client's Agreements with Users will require Users to assume full responsibility and liability for all fund transfers initiated by any person to whom the User has intentionally or unintentionally disclosed their account information, password or other authenticating information.  Client's Agreement with Users will require Users to notify the Client immediately if the Users' password or other authenticating information has been lost, stolen or compromised or if the User discovers that their statement contains payments or transfers that the User did not make or authorize.

14.5	Client agrees that its terms and conditions for A2A and other Services with its Users are between Client and its Users, not Fiserv or CU*Answers, Inc.  Client will include in its terms and conditions for A2A and other Services any terms or conditions required by Fiserv or CU*Answers, Inc. and will not modify such terms and conditions without the prior written approval of Fiserv and CU*Answers, Inc.

15.	Warranty and Limitation of Liability 

15.1	If Client uses a risk override feature to permit its Users to override the Fiserv and/or CU*Answers, Inc. risk processing rules for a User and assign a modified risk limit for that user above the Fiserv default limit specified on the Fiserv system, then Client acknowledges and agrees that it is financially responsible for and guarantees the full dollar amount of transactions that such User transacts through all impacted Fiserv Services within the risk limits selected by Client or its User, without any financial contribution from Fiserv or CU*Answers, and agrees to fund Fiserv the full amount of transactions up to the modified risk limit regardless of the availability of funds in such User's account.  Notwithstanding the foregoing, if the risk override feature has been invoked by Client for a User for at least one transaction type, but a risk limit has not been specified by Client or its User for other transaction type(s), then Client will still be financially responsible for the full amount of all transactions of all types, up to the default risk limit established by Fiserv’s and/or CU*Answers, Inc.'s risk processing rules regardless of the availability of funds in such User’s account.

18.	General 

18.1	CU*Answers is authorized to provide the Services only within the United States of America.  Clients agree not to use the Services outside of the United States of America.

19	A2A

The following terms take effect only when the Account-to-Account Transfer Service (A2A) are made available and used by the Client:

19.1	Client will comply with the following minimum security levels: (a) a commercially reasonable security technology, and (b) encryption standards that provide a level of security that, at a minimum, is equivalent to 128-bit encryption technology prior to the End User’s key entry of any banking information, including but not limited to, the End User’s financial institution routing number, account number, and password or PIN number or other identification symbol.

19.2	If Client accesses an online database (e.g., Fiserv’s Compass database or any replacement or additional database as Fiserv may implement) containing End User information (e.g., name and bank name), Client may access that database only:  (a) to effect, administer, or enforce a transfer made via the Services; (b) to protect against or prevent actual or potential fraud, unauthorized transactions, claims, or other liability related to the Services, as applicable; (c) for internal audit and regulatory examination purposes; or (d) to resolve consumer disputes or inquiries involving a transaction.  Client shall protect the database from security breaches by establishing, maintaining and updating commercially reasonable policies, procedures, equipment and software that will safeguard the security and integrity of the Client’s computer and other such systems used to access the database. 

19.3	For any Services that involve authentication, Client agrees that: (a) third party data is obtained from databases whose accuracy, timelines and coverage are not guaranteed; (b) the data used to verify an End User is obtained from third parties; (c) Fiserv does not warrant or guarantee the identity of the End User, (d) Fiserv may rely on any instructions or guidance provided by Client, itself or in connection with information Fiserv obtains from its third party providers, in connection with authenticating an End User, and (e) Client is solely responsible for establishing the business rules and guidance it determines are necessary to address authentication, including without limitation allowing Fiserv to provide Client with a score which is derived, in part, from information entered by the End User.

19.4	ODFI.  Client hereby agrees to the ODFI Schedule, attached hereto as Exhibit B.  Such Schedule cannot be modified by Client.  

19.5	Rules.  Each Client shall establish and provide Reseller with that Client’s processing and risk rules which will be used to perform Reseller’s obligations (“Rules”), and such Rules must conform to Reseller’s supplier’s Global Risk Administration (GRA) model.  In regards to the Rules, Reseller is acting as an agent of Client and shall not be held responsible for any outcome or decision that is rendered in accordance with the Rules.  Reseller and its suppliers are authorized to rely on data provided by third parties and are not responsible for the accuracy of such data in connection with its performance of the Services, including without limitation application of the Rules.  Client further acknowledges and agrees that: (a) third party data is obtained from databases whose accuracy, timelines and coverage are not guaranteed; (b) the data used to verify an End User is obtained from third parties; (c) Reseller and its suppliers do not warrant or guarantee the identity of the End User, but merely provides the applicable Client with a score (“Score”) which is derived, in part, from information entered by the End User; (d) Reseller and its suppliers will use the Score together with the applicable Client’s Rules to attempt to verify the identity of the End User; and (e) the Score and related verification and authentication Services will be only used for the purpose of verifying the identity of the End User and will not be used, in whole or in part, as a basis for determining the eligibility of an End User for credit, insurance or employment or to take ‘adverse action,’ as defined in the Fair Credit Reporting Act or similar laws.  Client will not copy or retain any authentication questions or the End Users’ answers to such questions or use such questions for purposes other than identity verification and End User authentication, except (i) as required by law or and (ii) that Client shall be permitted to use and retain the pass/fail indication returned by the Services along with any related explanatory information/codes for risk management or other internal purposes permitted by law.  Client will not reverse engineer or create derivative works based on the identity verification and authentication elements of the Services (or the technology used to provide such Services).  Client acknowledges and agrees that Reseller and its third party providers described above recommend that Client use a manual verification process if a Score does not meet or exceed the threshold for a positive verification, as defined solely by Client, or if Client receives a flag (indicating a possible match) from a fraud detection database. 

19.6	End User License and Consent.  Client hereby consents to Reseller’s disclosure of the End User Data to certain Reseller supplier(s) solely in connection with the verification and authentication of the End Users and subject to the terms and conditions of this Schedule.  Client acknowledges that such verification and authentication services are proprietary and confidential and shall be treated as confidential information of Reseller under the Schedule.  Client grants to Reseller and Reseller’s applicable supplier(s) a non-exclusive, non-transferable, except as provided herein, right to use, copy, store, modify and display the End User data solely to the extent necessary to provide the Services pursuant to this Schedule.   Client represents that it has obtained all necessary End User Schedules or consents as may be reasonably required to grant such license rights to Reseller and its suppliers. 

19.7	Equifax Disclaimer.  Client recognizes that every business decision represents an assumption of risk and that Equifax, in furnishing information through Reseller from its eIDVerifier service (the “Authentication Services”), does not underwrite or assume any client’s risk in any manner. EXCEPT AS OTHERWISE EXPRESSLY PROVIDED IN THIS SCHEDULE, OR ANY AMENDMENT, EQUIFAX DOES NOT GUARANTEE OR WARRANT THE CORRECTNESS, COMPLETENESS, CURRENTNESS, MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE OF THE AUTHENTICATION SERVICES PROVIDED TO ANY CLIENT. NEITHER EQUIFAX, NOR ANY OF ITS DIRECTORS, OFFICERS, AGENTS, EMPLOYEES, CONTRACTORS, LICENSORS, AFFILIATED COMPANIES OR AFFILIATED CREDIT BUREAUS (“AFFILIATED PERSONS AND ENTITIES”) WILL BE LIABLE TO CLIENT FOR ANY LOSS OR INJURY ARISING OUT OF, OR CAUSED IN WHOLE OR IN PART BY, ITS ACTS OR OMISSIONS, EVEN IF NEGLIGENT, IN PROCURING, COMPILING, COLLECTING, INTERPRETING, PROCESSING, REPORTING OR TRANSMITTING ANY INFORMATION, OR THE AUTHENTICATION SERVICES. Client recognizes that accessing the Authentication Services with additional or different identification information on a consumer, or with the same information at a different time from a prior request for information, may result in file content different from that on the date of the original access. 

19.8 Equifax Terms of Use.  The terms and conditions for using the web site at which Client will offer the Authentication Services shall include the following terms and conditions or, if the web site terms and conditions are updated, other language that is materially identical to the following: 

No Warranty.  The information and materials contained in this site, including text, graphics, links or other items are provided "as is" and "as available". Client does not warrant the accuracy, adequacy or completeness of this information and materials, and expressly disclaims liability for errors or omissions in this information and materials. No warranty of any kind, implied, expressed or statutory, including but not limited to the warranties of non-infringement of third party rights, title, merchantability, fitness for a particular purpose and freedom from computer virus, is given in conjunction with the information and materials.

Limitation of Liability.  In no event will Client be liable for any damages, including without limitation direct or indirect, special, incidental, or consequential damages, losses or expenses arising in connection with this site or any linked site or use thereof or inability to use by any party, or in connection with any failure of performance, error, omission, interruption, defect, delay in operation or transmission, computer virus or line or system failure, even if Client, or representatives thereof, are advised of the possibility of such damages, losses or expenses.
In addition to the foregoing, Client shall include a notice in the account application process that incorporates the Authentication Services, reasonably acceptable to Client and Equifax, that alerts an applicant that credit report information is utilized in the course of verifying his or her identity.

19.9	Compliance with Law. 

Client certifies with respect to any Authentication Service that Client will obtain such Services for the purpose of verifying the identity of an End User, and not to determine the User’s eligibility for credit, insurance, employment or any other product or service, and that Client will not use such Service, for any other purpose.  

At its own expense, Client will comply with all applicable laws and regulations regarding the use and receipt of the Authentication Services. Client acknowledges and agrees that if it receives the eIDverifierTM Batch report or any information therein, it will comply in all respects with the requirements of a user of consumer reports under the Fair Credit Reporting Act (the "FCRA") including, but not limited to, providing the User with an adverse action notice as described in Section 615(a) of the FCRA in appropriate circumstances. 

19.10	Client acknowledges that Equifax recommends that it provide a manual verification process in the event the User does not receive a score above the scoring threshold as defined by Client or if Client receives a flag (indicating a possible match) from a fraud detection database.  

19.11	Confidential Information.  Notwithstanding anything in the Schedule to the contrary, as to the information exchanged between the parties relating to Equifax’s identity verification and authentication Services, the parties' confidentiality obligations under the Schedule will continue indefinitely for so long as the applicable Information is a trade secret under applicable law and will continue with regard to the information which does not rise to the level of a trade secret for the earlier to occur of (y) the information no longer qualifies as Information, or (z) two (2) years following the termination of the Schedule. 

Each party acknowledges that breach of the confidentiality obligations of the Schedule, as to the confidential information exchanged between the parties relating to Equifax’s identity verification and authentication Services could cause irreparable harm to the other party for which monetary damages may be difficult to ascertain or an inadequate remedy. Each party therefore agrees that the disclosing party may, in addition to any other rights and remedies, seek injunctive relief for any threatened of actual violation or breach of such Section.

20.	Statues of Limitation

20.1	Nothing in this Schedule shall be deemed to limit the applicability of any otherwise applicable statutes of limitation or repose and any waivers contained in this Schedule. 

21.	Notices 

Service of all notices under this Schedule shall be in writing and sent by U.S. Certified Mail, return receipt requested, postage paid, addressed to the party to be served notice at the following address: 

CU*Answers, Inc. 
6000 – 28th ST, SE, STE 100 
Grand Rapids, MI  49546 
Attn:  President 

						
						
						
						 




EXECUTED in multiple originals on the dates shown below. 

CU*Answers, Inc.					_________________________ Credit Union

By:							By:						

Print:							Print:						

Title:							Title:						

Date:							Date:						
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EXHIBIT A
System Support Charges 

This Price Sheet supersedes any and all previous or existing Price Sheets and is executed pursuant to the Agreement between CU*ANSWERS and the Client, the terms of which are expressly incorporated within and made a part hereof. 

	EasyPay Online Bill Payment and Presentment: 
	Cooperative Site 
	Individual Site

	Per Active* Subscriber fee (1st 2,000)
	n/a
	$2.25

	Per Active* Subscriber fee (each over 2,000)
	n/a
	$1.60

	Per Inactive Subscriber fee (1st 750)
	n/a
	$1.25

	Per Inactive Subscriber fee (each over 750)
	n/a
	$0.80

	Per Transaction fee (1st 7,500)
	$0.675
	$0.38

	Per Transaction fee (each over 7,500)
	$0.675
	$0.35


*An active user is defined as any user who has a) enrolled during the billing month, or b) made at least one payment during the billing month

	Client Implementation Fees: 
	Cooperative Site 
	Individual Site

	New client set-up/ implementation 
	$2500.00
	Not offered

	FraudNet set-up/ implementation 
	0
	$500.00

	A2A 
	0
	$5000.00

	Same Day Bill Payment
	0
	$5000.00

	Overnight Checks
	0
	$5000.00



	Client Migration/ Deactivation Fees:
	Cooperative Site 
	Individual Site

	Non-Fiserv client (competitive vendor): automated migration of subscriber data, payment accts., future/ recurring payments, payees (assumes <100 subscribers)
	$3000.00
	Not offered

	Automated Migration from Individual Site to Cooperative Site of subscriber data, payment accts., future/ recurring payments, payees
	n/a
	$3000.00

	Client deactivation fee: w/o delivery of subscriber data  
	$500.00
	$500.00

	Client deconversion of data: includes subscriber data from ebills, reports, files, subscribers, payees, payments, sponsor care IDs
	$7500.00
	$7500.00



	Client Maintenance Fees:
	Cooperative Site 
	Individual Site

	Credit Union name change - includes all Fiserv name location files
	$750.00
	$750.00

	Credit Union phone number change - includes all Fiserv file locations  
	$250.00
	$250.00



	Changes to Credit Union RTN or DDA Account Numbers:
	Cooperative Site 
	Individual Site

	1-300 Subscribers
	$500.00
	$500.00

	Each additional 100 Subscribers
	$50.00
	$50.00



	Other Miscellaneous Fees
	Cooperative Site 
	Individual Site

	ACH Debit NSF fee (each)
	$20.00
	$20.00

	Claims/ Payment Investigation fee (each)
	$25.00
	$25.00

	Stop and Re-issue fee (each)
	$15.00
	$15.00

	Check Image Retrieval/ Proof of Payment fee (each)
	$10.00
	$10.00

	Customer Care System Access ID (each)
	$7.00
	$7.00

	A2A Transfer Service 
	No charge
	No charge

	Same Day Bill Payments (each)
	$7.95
	$7.95

	Overnight Checks (each)
	$12.95
	$12.95

	Overnight Delivery (each)
	$15.00
	$15.00



EXHIBIT B
ODFI Agreement


Client confirms and agrees that: (i) it has authorized Reseller and its suppliers to act as Client’s agent in processing ACH entries for Client; and (ii) that Reseller and its suppliers will establish one or more clearing accounts with, and submit ACH entries on Client’s behalf to, one or more originating depository financial institutions (each, an “ODFI”).

Client: (i) assumes the responsibilities and makes the warranties of an Originator under the Operating Rules of the National Automated Clearing House Association (the "ACH Rules") and agrees to reimburse ODFI (or, in the absence of Client’s receipt of contrary written instructions from ODFI, Reseller and its suppliers) for returns, reversals, adjustments, reclamations and warranty claims and responsibilities related to Client’s ACH entries; (ii) agrees to comply with the ACH Rules, including but not limited to the requirements of Article Three (Obligations of Originators) and Article Five (Obligations of Third-Party Senders) or their successor Articles as may be amended by NACHA from time to time, and (iii) acknowledges that ACH entries may not be initiated that violate the laws of the United States and therefore agrees to comply with all applicable state and federal laws, rules and regulations, including but not limited to the regulations and sanction laws administered by the Office of Foreign Assets Control, the Electronic Funds Transfer Act, the Unlawful Internet Gambling Enforcement Act and the laws administered by the Financial Crimes Enforcement Network (“FINCEN”) (the foregoing and the ACH Rules are, collectively, the “Applicable Rules”).

Client represents and warrants as to each ACH entry that it or its agent has obtained the necessary authorizations under the Applicable Rules and that it shall not initiate any funds transfer after the authorization for the same has been revoked (or the Agreement  between Client and Reseller or the customer initiating the ACH entry has been terminated).  

Client understands that ODFI has the right to: (i) review, monitor and audit Client’s ACH transactions, processes and procedures for compliance with this Attachment and the Applicable Rules; (ii) limit the amount of ACH entries processed for Client; and (iii) suspend, discontinue or terminate ACH processing based on its assessment of the risk posed to the ODFI and/or breach or termination of this Attachment or the termination of the Agreement between Reseller’s supplier and ODFI. ODFI shall have no responsibility to Client for the acts or omissions of Reseller or its suppliers.  ODFI is not responsible for, and Client shall hold ODFI harmless from, the actions or omissions of Reseller’s or its suppliers, in connection with Client’s ACH entries. 
Client’s obligations to ODFI shall survive the termination of this Attachment and the Agreement between Reseller’s supplier and ODFI.  Notwithstanding anything to the contrary elsewhere in the Schedule between Reseller and Client, ODFI shall be considered an intended beneficiary of this Attachment and is entitled to enforce its terms. This Attachment is agreed to in consideration of ODFI’s Agreement to serve as ODFI.  Client waives notice of the ODFI’s acceptance of this Agreement.




Date:  ___________________________________________


By:______________________________________________



Signature:_________________________________________



Print Name/Title: ____________________________________



Address for notices:  _________________________________
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