
Getting Started With MFA

Mobile App version 7.0 is required. Learn more in the store.

You will want to clean up your phone and email database prior to 
turning on MFA; otherwise, some members may get locked out 
of their accounts. Sign up for Xtend’s Data Hygiene Campaign.

Configure and Activate

1. Select a method for the member to authenticate (i.e., email, text, or either). This configuration 
determines the member’s selection options. (BizLink 247 MFA supports only email.)

2. Configure a number of days for the device to be remembered. If desired, set a different 
number of days for desktop/web and mobile app. (Use 999 to never expire.)

3. Activate MFA by selecting Personal (for It’s Me 247), Business (for BizLink 247), or Both at the 
top of the configuration screen and selecting Update to save the settings. 

Prerequisites

Activate MFA via Tool #569 Online/Mobile/Text Banking VMS Config, then Online Banking 
Password and Security Features. Configure MFA for either It’s Me 247, BizLink 247, or both.

Learn more in the 
Strategies for Securing 

Member Access booklet.

To activate MFA within Tool #569 Online/Mobile/Text Banking VMS Config:

https://store.cuanswers.com/product/mobile-7-0/
https://www.xtendcu.com/portfolio-item/data-hygiene
https://www.cuanswers.com/wp-content/uploads/ItsMe247StrategiestoControlMemberAccess.pdf
https://www.cuanswers.com/wp-content/uploads/ItsMe247StrategiestoControlMemberAccess.pdf
https://www.cuanswers.com/wp-content/uploads/ItsMe247StrategiestoControlMemberAccess.pdf


Member Experience
Once the feature is 
activated, the member 
will be presented two MFA 
screens upon logging into 
online banking.

The first page allows the 
member to register their 
device (if configured) and 
to select an email or cell 
phone for the one-time 
passcode. The second 
page prompts the member 
to enter the one-time 
verification code.

If the member checked the 
box to register their device, 
they will not be presented 
with the MFA screens until 
the configured number of 
days have passed.

Additional Resources
View answers to the most frequently asked questions about multi-factor authentication 
(MFA) in AnswerBook.

View the It’s Me 247 Strategies for Securing and Controlling Member Access booklet.

View screen-level help for the Online Banking Password and Security Questions screen in 
Online Help.

Contact the IRSC at irsc@cuanswers.com for more information.

Contact Us

MFA is a global control across all accounts. Once you activate MFA for personal, it will be 
required for all It’s Me 247 accounts. Once you activate MFA for business, it will be required for 
all BizLink 247 accounts.

Once you activate MFA, if a membership’s phone numbers/emails are incorrect/missing, they will 
be unable to receive the one-time code required to log in to their online banking account.
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